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前  言

本标准按照GB/T 1.1-2009给出的规则起草。

请注意本文件的某些内容可能涉及专利。本文件的发布机构不承担识别这些专利的责任。
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信息安全技术 办公设备安全测试方法

1. 范围

本标准规定了办公设备安全技术要求和安全管理功能要求的测试方法。

本标准适用于测试机构、办公设备厂商对办公设备的安全性进行测试。

注：本标准规定的测试方法适用于GB/T 29244—2012的符合性测试，相关对应关系参见附录A中A.1。

1. 规范性引用文件

下列文件对于本文件的应用是必不可少的。凡是注日期的引用文件，仅注日期的版本适用于本文件。凡是不注日期的引用文件，其最新版本（包括所有的修改单）适用于本文件。

GB/T 29244—2012 信息安全技术 办公设备基本安全要求

1. 术语和定义

GB/T 29244—2012界定的术语和定义适用于本文件。

1. 缩略语

下列缩略语适用于本文件。

I2C：内置集成电路 (Inter-Integrated Circuit)

SPI：串行外设接口（Serial Peripheral Interface）

1. 测试方法

5.1　安全技术要求测试

5.1.1　标识和鉴别

本项测试包括：

1. 测试办公设备是否采用了身份鉴别措施，身份标识是否具有唯一性；分别以不同类型用户登录办公设备，验证用户在执行受控的安全功能操作之前，是否成功标识和鉴别该用户；拒绝非授权用户执行受控安全功能操作；
2. 测试办公设备的用户权限初始化和变更情况，查看是否能够设置新建用户的权限或修改已有用户的权限，并验证权限初始化定义或权限变更是否符合安全策略。

5.1.2　访问控制

本项测试包括：

1. 检查办公设备对普通用户操作用户文档数据的访问控制策略，验证普通用户是否只能对自己的用户文档数据进行打印、复印、扫描、传真、读取、检索、存储、修改、删除等操作，并验证是否拒绝普通用户对其他用户文档数据进行上述操作；
2. 检查办公设备对普通用户操作用户功能数据的访问控制策略，验证普通用户是否仅能修改、删除自己的用户功能数据，并验证是否拒绝普通用户对其他用户功能数据进行修改和删除操作；
3. 检查用户使用办公设备功能的访问控制策略，验证普通用户是否仅能使用管理员明确授权的或设备自动授权的办公设备功能，而不能使用未授权的办公设备功能；
4. 修改普通用户关于用户数据访问的安全属性，测试修改结果是否生效；
5. 修改普通用户关于办公设备功能访问的安全属性，测试修改结果是否生效。

5.1.3　安全审计

本项测试包括：

1. 检查办公设备的产品文档,确认审计记录是否中包含以下审计事件：
2. 审计功能的开启和关闭；
3. 操作启动和完成；
4. 使用身份鉴别机制；
5. 使用身份标识机制；
6. 管理功能的使用；
7. 时间变更；
8. 其他与系统安全有关的事件或专门定义的可审计事件。

并测试审计记录是否准确记录相应的审计事件；

1. 检查办公设备的审计记录，查看审计记录是否包括事件发生日期和时间、事件类型、主体身份、事件结果（成功或失败）、任务类型等内容；
2. 测试办公设备是否对用户登录、审计功能开启/关闭、修改用户权限、时间变更等重要安全事件进行了审计，并验证审计事件记录是否与导致该事件的用户身份进行关联；
3. 检查办公设备是否具有时间管理功能，是否提供可靠的时间戳；能否防止审计记录时间被篡改。

5.1.4　残余信息保护

本项测试包括：

1. 检查办公设备的残余信息保护能力，验证用户数据的存储空间在被释放或重新分配给其他用户前，是否将先前存储的数据完全销毁，或者是否已采取保护措施使残余信息无法被利用；
2. 检查办公设备供应方提供的产品文档或媒体，查看是否明确告知办公设备用户可能存在残余信息的资源类型及所在位置。

5.1.5　功能测试

本项测试包括：

1. 检查办公设备在启动、自检、用户要求的情况下，是否能正常执行系统自测功能，以及系统自测信息能否验证全部或部分办公设备安全功能操作的正确性；
2. 检查办公设备能否允许授权用户验证信息存储、处理和传输功能等操作的正确性；
3. 检查办公设备是否提供对全部或部分安全功能数据的完整性进行验证的功能或方法，并由授权用户对该功能或方法的有效性进行测试；
4. 检查办公设备是否为授权用户提供对安全功能可执行代码的完整性进行验证的功能或方法，并测试能否验证安全功能可执行代码未被篡改。

5.1.6　维护

本项测试包括：

1. 检查办公设备的测试和维护接口，测试管理员能否对办公设备的软件维护操作进行权限限制，验证普通用户是否只有在管理员授权的情况下才能对办公设备的软件进行更新、升级、修改和删除等操作；
2. 检查产品文档，查看是否具有全局复位或各功能模块复位的功能，检查办公设备是否具有快速删除设备上存储的所有用户数据和安全功能数据的功能，并测试对应功能的可用性。

5.1.7　会话

从本地或远程登录办公设备，当登录用户在静默状态规定的时间无操作时，检查办公设备是否会自动终止交互会话。

5.1.8　可移动非易失性存储

本项测试包括：

1. 检查可移动非易失性存储装置的数据存储是否采取了安全性措施，对用户数据、安全功能数据等进行防护；
2. 查看移动非易失性存储装置的数据结构，包括存储地址、存储内容、存储空间长度等是否公开；
3. 测试移动非易失性存储装置是否通过公开的接口协议，例如，SPI、I2C等，与办公设备主机进行数据交换；
4. 查看产品文档是否明确标识移动非易失性存储装置的存储容量；
5. 测试办公设备中的可移动非易失性存储装置，是否可对存储的数据（用户数据和安全功能数据）进行完整性检查。

5.1.9　密码要求

查看办公设备供应方提供的产品文档，确认密码技术的使用及管理是否遵照国家密码管理的相关规定。

5.2　安全管理功能要求测试

5.2.1　安全属性管理

本项测试包括：

1. 查看产品文档是否说明办公设备具有初始化安全属性的功能；复位办公设备，检查办公设备是否恢复到安全属性的默认值；
2. 测试办公设备是否限制普通用户对安全属性进行初始化操作；
3. 测试办公设备是否允许管理员或授权用户对用户的安全属性进行维护操作；
4. 检查办公设备是否限制普通用户对安全属性进行操作，包括查询、修改、删除和默认值变更。

5.2.2　数据管理

本测试包括：

1. 检查办公设备安全功能数据列表的访问控制策略，验证安全功能数据列表是否仅能由管理员或除普通用户以外授权用户进行操作，或者是否禁止任何人进行操作，包括查询、修改、删除、清除和默认值变更；
2. 检查办公设备安全功能数据的访问控制策略，验证与普通用户或普通用户的工作或任务相关的安全功能数据，是否仅能由管理员或相关的普通用户来操作，或者是否禁止任何人操作，包括查询、修改、删除、清除和默认值变更。

5.2.3　用户角色管理

本测试包括：

1. 检查办公设备是否具有用户列表和角色列表的维护功能，并验证是否只有管理员可对用户和角色进行新建、修改或删除等操作；
2. 检查办公设备的用户列表和角色列表，查看各用户是否与角色相关联，并测试新建用户时是否仅有管理员可设置用户对应的角色。

附　录　A
（资料性附录）
GB/T 29244—2012安全要求与本标准安全测试方法对应关系

表A.1给出了本标准安全测试方法与GB/T 29244—2012安全要求之间的对应关系。

表 A.1　GB/T 29244—2012安全要求与本标准安全测试方法对应关系

|  |  |
| --- | --- |
| 安全要求 | 对应关系 |
| GB/T 29244—2012 安全要求内容 | GB/T xxxxx-2020 安全测试方法 |
| 安全技术要求 | 标识和鉴别 | 4.1a） | 5.1.1a） |
| 4.1b） | 5.1.1b） |
| 访问控制 | 4.2a） | 5.1.2a） |
| 4.2b） | 5.1.2b） |
| 4.2c） | 5.1.2c） |
| 4.2d） | 5.1.2d） |
| 4.2e） | 5.1.2e） |
| 安全审计 | 4.3a） | 5.1.3a） |
| 4.3b） | 5.1.3b） |
| 4.3c） | 5.1.3c） |
| 4.3d） | 5.1.3d） |
| 残余信息保护 | 4.4a） | 5.1.4a） |
| 4.4b） | 5.1.4b） |
| 功能测试 | 4.5a） | 5.1.5a） |
| 4.5b） | 5.1.5b） |
| 4.5c） | 5.1.5c） |
| 4.5d） | 5.1.5d） |
| 维护 | 4.6a） | 5.1.6a） |
| 4.6b） | 5.1.6b） |
| 会话 | 4.7 | 5.1.7 |
| 可移动非易失性存储 | 4.8a） | 5.1.8a） |
| 4.8b） | 5.1.8b） |
| 4.8c） | 5.1.8c） |
| 4.8d） | 5.1.8d） |
| 4.8e） | 5.1.8e） |
| 密码要求 | 4.9 | 5.1.9 |
| 安全管理功能要求 | 安全属性管理 | 5.1a） | 5.2.1a） |
| 5.1b） | 5.2.1b） |
| 5.1c） | 5.2.1c） |

表A.1（续）

|  |  |
| --- | --- |
| 安全要求 | 对应关系 |
| GB/T 29244—2012 安全要求内容 | GB/T xxxxx-2020 安全测试方法 |
|  |  | 5.1d） | 5.2.1d） |
| 数据管理 | 5.2a） | 5.2.2a） |
| 5.2b） | 5.2.2b） |
| 用户角色管理 | 5.3a） | 5.2.3a） |
| 5.3b） | 5.2.3b） |

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_